
Access

Code and automation

Security

Integrations

Branch protection rule

Branch name pattern *

main

Applies to 1 branch

main

Protect matching branches

Require a pull request before merging

When enabled, all commits must be made to a non-protected branch

and submitted via a pull request before they can be merged into a

branch that matches this rule.

Require approvals

When enabled, pull requests targeting a matching branch require

a number of approvals and no changes requested before they can

be merged.

Dismiss stale pull request approvals when new

commits are pushed

New reviewable commits pushed to a matching branch will dismiss

pull request review approvals.

Require review from Code Owners

Require an approved review in pull requests including files with a

designated code owner.

Restrict who can dismiss pull request reviews

Specify people, teams, or apps allowed to dismiss pull request

reviews.

Allow specified actors to bypass required pull requests

Specify people, teams, or apps who are allowed to bypass required

pull requests.

Require approval of the most recent reviewable push

Whether the most recent reviewable push must be approved by

someone other than the person who pushed it.

General

Collaborators and teams

Branches

Tags

Webhooks

Environments

Pages

Code security and analysis

Deploy keys

GitHub apps

Email notifications

1Required number of approvals before merging:

Moderation options

Actions

Secrets and variables
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Require status checks to pass before merging

Choose which status checks must pass before branches can be

merged into a branch that matches this rule. When enabled, commits

must first be pushed to another branch, then merged or pushed

directly to a branch that matches this rule after status checks have

passed.

Require branches to be up to date before merging

This ensures pull requests targeting a matching branch have been

tested with the latest code. This setting will not take effect unless

at least one status check is enabled (see below).

Status checks that are required.

ansible_lint

ansible_managed_var_comment

ansible_plugin_scan

ansible_test

Fedora-37/ansible-2.14/(citool)

Fedora-37/ansible-2.9/(citool)

Fedora-36/ansible-2.14/(citool)

Fedora-36/ansible-2.9/(citool)

CodeQL

python (2.7, ubuntu-20.04)

python (3.6, ubuntu-20.04)

Search for status checks in the last week for this repository

 GitHub Actions 

 GitHub Actions 

 GitHub Actions 

 GitHub Actions 

any source 

any source 

any source 

any source 

 GitHub Code Scanning 

 GitHub Actions 

 GitHub Actions 

https://docs.github.com/rest/commits/statuses
https://docs.github.com/rest/commits/statuses


python (3.6, ubuntu-20.04)

python (3.8, ubuntu-latest)

python (3.9, ubuntu-latest)

python (3.10, ubuntu-latest)

python (3.11, ubuntu-latest)

differential_shellcheck

Require conversation resolution before merging

When enabled, all conversations on code must be resolved before a

pull request can be merged into a branch that matches this rule. Learn

more.

Require signed commits

Commits pushed to matching branches must have verified signatures.

Require linear history

Prevent merge commits from being pushed to matching branches.

Require merge queue Beta

Merges to matching branches must be performed via a merge queue.

Require deployments to succeed before merging

Choose which environments must be successfully deployed to before

branches can be merged into a branch that matches this rule.

Lock branch

Branch is read-only. Users cannot push to the branch.

Do not allow bypassing the above settings

The above settings will apply to administrators and custom roles with

the "bypass branch protections" permission.

 GitHub Actions 

 GitHub Actions 

 GitHub Actions 

 GitHub Actions 

 GitHub Actions 

any source 
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Restrict who can push to matching branches

Specify people, teams, or apps allowed to push to matching branches.

Required status checks will still prevent these people, teams, and apps

from merging if the checks fail.

Rules applied to everyone including administrators

Allow force pushes

Permit force pushes for all users with push access.

Allow deletions

Allow users with push access to delete matching branches.

Save changes


